
3. Business relations with Suppliers

Compliance with the Group’s ethical principles is essential to establishing efficient and long-lasting business 
relationships with the Group’s suppliers; these relationships are necessary to guarantee optimal quality and 
economic conditions for the Group’s products and services.

The Group’s ethical principles must also apply to the relationships with owners of land and buildings on which the 
Group’s advertising equipment is installed. 

1. Compliance with regulations

Comply with the laws and regulations of the country in which you are operating, that are applicable to the Group’s 
relationships with its suppliers. Also comply with the terms and conditions of the contracts entered into with suppliers. 

With respect to relationships with «lessors» or owners of buildings, most countries have various rules at a national 
and/or local level that apply to advertising facilities located on private land. Consequently, Group employees must 
familiarise themselves with the rules of each local municipality so as to be aware of the practices, regulations and 
procedures governing outdoor advertising in the relevant location. 

2. Compliance with the principle of integrity

In our relationships with suppliers, behaving in a manner that could damage the reputation of the Group is prohibited. 
In particular, are prohibited accepting or soliciting offers of concealed remuneration, gifts, invitations, etc., provided 
directly or indirectly through intermediaries. Such offers might possibly seek to influence your evaluation or 
judgement. 

Remember that private corruption, whether passive or active, is also punishable by criminal sanctions.

3. Compliance by suppliers with the Group’s ethical rules

The Group’s suppliers and service-providers must undertake to respect principles of integrity. In furtherance of this 
objective, the Group’s contracts with major suppliers and service-providers must include provisions that: 

 i) ensure compliance with the Group’s ethical rules and,

 ii) acknowledge that any violation of these rules would result in the contract’s termination.
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3. Business relations with Suppliers

1. Compliance with regulations

Carefully read the general sales terms set forth in contracts with suppliers as well as examine with your local legal 
Department, your regional legal Department or your local advisers, the extent to which certain points must be 
modified. After contractual negotiations are completed, comply with the contract’s obligations and also ensure that 
the supplier complies with the contract’s obligations. 

Only enter into obligations on behalf of your own company and not on behalf of any of the Group’s other companies. 
Ensure that you have the necessary authorisation and corporate power to enter into such contracts (e.g., power of 
attorney, mandate etc.).

Retain an original copy of the contract and any subsequent documents. 

With respect to relations with all advertising space lessors, including individual, company, and Authority lessors, 
undertake each of the following in an effort to ensure the continuity of the Group’s advertising locations.

 In each municipality that the Group intends to install advertising furniture, know the local applicable rules and 
procedures.

Confirm that the lessor is the legal owner of the rights it grants.

Respect the local/state/national current regulations applicable to rental contracts with respect to advertising spaces 
on private land.

Request all necessary authorizations from the relevant authorities. 

2. Compliance with the principle of integrity

Do not accept or solicit any form of remuneration from a supplier, including but not limited to indirect, direct, or 
concealed remuneration. This issue (i.e., gifts and invitations) is addressed below.

Ensure that the Group fulfils its obligations and meets its contractual deadlines. 

3. Compliance by suppliers with the Group’s ethical rules

 Gifts and invitations

You must not receive gifts in excess of € 70 (seventy euros) or any lower amount that would be permitted locally. 
Any gift or invitation of a value in excess of such amount must be refused and returned to the supplier. If such 
refusal is likely to lead to an uncomfortable business situation, inform your direct manager. The direct manager 
will then decide whether to refuse the gift / invitation, share it with your department, or pay an equivalent sum to an 
association supported by the JCDecaux Group.

Furthermore, gifts must be received at your place of employment and never at your domicile.

Do never accept cash or cash equivalent gifts.

 Measures to be taken

Enquiries about the supplier’s reputation and past operation must be made,, especially in countries in which 
practices contrary to the Group’s ethical rules are frequently observed (in particular corruption and child labour).

Annex a Suppliers Code of Conduct to the contracts with major suppliers. 

Inform your supervising manager about any potential personal conflict of interest which may exist with a particular 
supplier.

   If you have the slightest doubt regarding any behaviour, quickly contact your local Legal Department, your 
regional Legal Department of the Group’s Legal Department, which will advise you and examine the legal 
limits of your action. 27
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4. Rights and obligations of JCDecaux Group employees

1. Basic Social Values

The JCDecaux Group is committed to ensuring that its employees benefit from a safe, healthy and productive working 
environment free of any type of discrimination and has defined its commitments in the JCDecaux International 
Charter of Fundamental Social Values. 

2. Employees’ obligations

2.1 Integrity and loyalty

Each employee at his/her own level contributes to the integrity and reputation of JCDecaux and as a consequence 
has to respect these values in his/her individual professional behaviour towards inside and outside persons. In 
particular, the Group has a variety of assets which are essential for its competitiveness and business success. It is 
the responsibility of each employee to protect the company’s assets entrusted to him/her. 

2.2 Information confidentiality

All information, such as financial and/or technical data or information concerning products, contracts or know-how, 
belongs to the Group. Much of this information is confidential and may not be disclosed without the prior consent 
of the senior management. Employees of the JCDecaux Group are responsible for maintaining the confidentiality of 
the information to which they have access. 

2.3 Respecting the intellectual property rights of third parties 

Within the scope of your activities, be careful never to violate any copyrights, trademarks, patents, designs and 
models belonging to third parties. 

Using or making copies of third party computer software without an appropriate license is prohibited.

2.4 Using Information Systems

Each user must take care of the equipment at his/her disposal (e.g., computers, smartphones, printers). He/she 
must take every possible measure to prevent them from being damaged, stolen or being used in an un-authorised 
manner by third parties. He/she must protect the information received and stored on these devices, and refrain from 
modifying the configuration of these systems for non-professional reasons, and from installing software not meant 
for them. 

2.5 Protecting the information asset 

The notion of information asset comprises all computerised data, databases, structured or not structured, needed 
to operate the Group’s services. This includes databases of our sites, customer and supplier databases, e-mail 
exchanges, etc. 

Each employee must, in all circumstances, preserve the confidentiality of the data and databases he/she is 
operating or using in the exercise of his/her functions. In particular, he/she must preserve the confidentiality of user 
accounts, codes or passwords or of any other access-control system, and must be vigilant regarding the type of 
data exchanged by e-mail or on the social networks. 
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4. Rights and obligations of JCDecaux Group employees

1. Health and safety

Take all necessary measures to ensure the health and safety of employees, including temporary employees 
under your supervision, including the prevention of occupational hazards, providing information and training, and 
implementing suitable organisation and facilities. 

2. Integrity and loyalty

Ensure compliance with the guidelines set forth by the Group when using property belonging to JCDecaux, including 
installations, systems, equipment, payment cards, computer equipment (e.g., internet, internal messaging system 
or others) and other supplies. 

Ensure that your personal activities in connection with promoting, sponsoring or advocating any social, charitable, 
association, religious belief, or position are in no way attributable or linked to the JCDecaux Group. Similarly, you 
may not use your status or professional position in the Group to obtain, directly or indirectly, personal advantages 
or monetary gains.

Ensure that any expenditure in connection with promoting, sponsoring or advocating for any JCDecaux Group 
approved non-profit organisation are justified and proportional to the benefit received by the Group.

3. Confidentiality of received and disclosed information

In the course of the daily activities, you should always bear in mind that disclosure of information (e.g., “know-how”, 
manufacturing processes or intellectual property rights accumulated by the JCDecaux Group in its business activities 
etc...) to third parties must be limited by the strict necessary. In particular, any and all sensitive or confidential 
information concerning the JCDecaux Group which is required to be disclosed and in connection with third party 
relationships may only be disclosed pursuant to a non-disclosure agreement approved by the Legal Department 
defining the terms and conditions for protecting such information. Information or data may only be disclosed if you 
have listed, identified, and marked it as “confidential”. 

Confidential information received from third parties may be disclosed internally only to persons who actually need 
to know such information or to consultants chosen by the General Management of the Group, and such persons or 
third parties must be informed about the confidentiality obligations. 

4. Violating third-party intellectual property rights

Familiarize yourself with applicable laws regarding the protection of trademarks, patents, drawings, models, and 
copyrights in the country in which you operate. In most countries, violating intellectual property rights of third parties 
gives rise to civil and criminal liability for the infringing party. 
Refrain from any act of software and digital piracy including, but not limited to, reproducing third-party designs, logos 
or other visual, or auditory property without prior formal authorisation. 

   If you have the slightest doubt regarding any behaviour, quickly contact your local Legal Department, your 
regional Legal Department of the Group’s Legal Department, which will advise you and examine the legal 
limits of your action.
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1. Referring a matter to the Group’s Ethics Committee 
The ethical alert to the Group’s Ethical Committee is indicated to situations where an employee having knowledge 
of any breach to the Fundamental Ethical Rules, has reasons to believe that reporting to his/her director or country 
GM may present difficulties or may not be followed by appropriate action.

Reports to the Ethics Committee:

 - enables the Group to progress in its citizenship and ethical procedures, and

 - protects the Group’s interest in the long run. 

The information communicated within the framework of this ethical alert must be objective and sufficiently precise 
to allow verification of the allegations. The Group’s Ethic Committee may not examine faith allegations and/or 
allegations containing vague statements that do not include sufficiently precise information.

The secretariat of the Group’s Ethics Committee is under the responsibility of the Group’s General Counsel and 
Deputy General Counsel. They can be reached by telephone: 33 (0)1 30 79 79 11 (France), or via e-mail: comite.
ethique@jcdecaux.fr.

As a principle, the person filing the report must provide his/her identity.

His/her identity will be treated as confidential, and his/her anonymity respected.

However, if the person filing the report wishes not to disclose his/her identity, this person shall provide, in his/her 
report to the Committee, the reasons for his/her choice. In this case, the Group’s Ethics Committee will decide, after 
careful review of the seriousness of the allegations and of the sufficiently precise nature of the information provided, 
about the opportunity of investigating the reported facts.

2. Protection of reporting employees
The JCDecaux Group believes that dealing with ethical issues quickly and efficiently is an essential component 
of its ethical framework. For this reason, and in accordance with French law (dated 13 November 2007), and the 
law of certain jurisdictions in which we operate, the Group will not exert or tolerate any threat, sanction, change of 
status, harassment, or retaliation of any kind against employees who report any issues in good faith pursuant to this 
procedure, even if the facts are not confirmed or investigated.

The use of the above reporting procedure to the Group’s Ethics Committee is optional; employees who would have 
knowledge of facts that could fall within the competence of the Committee, but fail to do so, shall not be subject to 
disciplinary action.

Conversely, any employee(s) who misuse this procedure may be subject to disciplinary actions and prosecution.  

3. Protection of personal data
The whistleblowing system is implemented by JCDecaux SA acting as a data controller. In accordance with the 
data protection legislation applicable in most countries where the Group is operating, including in the European 
Union, any individual identified under the whistleblowing procedure, whether because they submitted a report or are 
incriminated in a report, can exercise their right of access to the data relating to them by sending an email, together 
with a copy of an identity document to the Secretariat of the Group Ethics Committee at comite.ethique@jcdecaux.
fr. The same process should be followed to ask to rectify or erase data that are inaccurate, incomplete, equivocal 
or expired.

The whistleblowing system has been notified to the French data protection authority, the CNIL (Commission 
Nationale de l’Informatique et des Libertés).

The Group’s Ethics Committee is in charge of the treatment of alleged violations of any of Fundamental Ethical Rules, i.e.:

  prohibition of corruption, 
  compliance with the rules of free competition, and
  compliance with financial and accounting regulations.
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4. Role of the Group’s Ethics Committee
The Group’s Ethics Committee:

 -  Addresses any question relating to the Fundamental Ethical Rules of the JCDecaux Group and makes any 
recommendations it deems necessary to the Executive Board;

 -  Examines, in the strictest confidence, any allegations of a situation contrary to the internal Fundamental 
Ethical Rules which is brought to its attention by an employee in good faith, and makes any recommendations 
it deems necessary and prepares any response thereto; and

 - Proposes any modifications to the Code. 

5. Members of the Group’s Ethics Committee and their nomination
The Group’s Ethics Committee consists of the following three members: the Chairman of the Audit Committee of 
JCDecaux SA’s Supervisory Board, the Chairman of the Remunerations and Nominations Committee of JCDecaux 
SA’s Supervisory Board and the Director of Internal Audit of JCDecaux SA. They remain members of the Committee 
as long as they hold such positions at JCDecaux SA.

The Group’s Ethics Committee is chaired by the Chairman of the Audit Committee.

6. Working of the Group’s Ethics Committee 
The Group’s Ethics Committee will meet at a minimum once a year. It will also meet immediately upon being 
convened by its Chairman with respect to a reported incident which is contrary to the Fundamental Ethical Rules, 
and at any other time its Chairman deems it necessary. If needed, meetings may be held by telephone or by video-
conference.

The Group’s Ethics Committee has comprehensive authority to engage in fact-finding investigations related to any 
allegation of an incident that is contrary to the Fundamental Ethical Rules; in particular, it may request an internal 
audit to be carried out; it may travel, it may hear evidence from anyone it considers appropriate, including from 
persons that are not members of the JCDecaux Group and it may recommend any remedial measures.

The members of the Group’s Ethics Committee may not be represented by anyone else.

The Group’s Ethics Committee makes its decisions based on majority vote of the members present. Members are 
considered to be present if they attend meetings by telephone or via video-conference. If voting results in a tie, the 
Chairman will cast the deciding vote.

7. Reporting to the Executive Board
The Group’s Ethics Committee may contact the Executive Board at any time and at its convenience, particularly in 
order to submit its recommendations for the purpose of remedying a situation that is contrary to the Fundamental 
Ethical Rules. In any case, the Group’s Ethics Committee will submit a report to the Executive Board annually, if it 
has received any reports in the course of the business year.
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